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Navigation Advanced > Advanced Security > System Authentication

System
] Status

_1Set-up
=[] Tools User Authentication Mode: Basic Password Only |
B Security RADIUS Server IP Address: 0.0.0.0
=iy Advanced
Disable Advanced Alert RADIUS Shared Secret:
Port Mirroring Select a Unique secret for validation of communication between this switch and the RADIUS server.

Port Trunking

Yirtual Cable Tester
=iy Advanced Security
B

IP Filtering is: | Disabled |
Note: If you are using a RADIUS Server, please add the RADIUS IP address (if Remote Authentication gets involved) and this PC IP address into the IP

aystem Authentica
Port-Based Authen

filtering table shown below before enabling the IP filtering function. If the RADIUS IP address is not entered in this table and User Authentication Mode is "Remote
Trusted MAC Addre Only", after enabling IP filtering, the user will lose login authentication. If this PC IP address is not entered, this PC will lose management accessibility. Also if
MAC Address Lock 802. 1x port-authentication function is used, please add the 802. 1x Authentication server IP address in this table.
CJAdvanced Tools
I;JTraﬁiC Management Allowed IP Addresses: (Single IP X.X.X.X or Range X.X.X.X-X.X.X.X)
_IYLANS

#_] Spanning Tree
#H_IMAC




